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One of the reasons business owners decide 
to transition to the cloud is for the ability to 
access their files from any location. Some store 
information in Dropbox, Google, or Onedrive 
for backup purposes and remote file access 
– but the security risks of storing your data 
with third party companies is concerning.

Intivix recognized many businesses wanted 
the benefits of the cloud while still remaining 
in full control of their data – so,  MyWorkDrive 
was created to fulfill that need!

MyWorkDrive is a hosted cloud service 
that allows your data to remain on your 
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own servers, under your control, with 
no additional servers to manage.

MyWorkDrive Features at a Glance

•	 Secure Cloud Web Access to files 
from any browser mobile device

•	 Map drives directly to shares 
just like in the office!

•	 Integrates with Active Directory, 
existing shares, users and groups

•	 Disabled users automatically blocked

•	 Browse Files by Date, Size, Type or Name

•	 Direct editing of office documents online

•	 Low fixed monthly hosting fee

•	 Logging of all file access for 
security and control

•	 No synching needed

•	 Multiple files and folders upload 
with very large file support

•	 All files remain on your server 
under your control

•	 Mobile Support for IOS & 
Droid with offline access

•	 Upload files to Dropbox, 
Google Drive or Onedrive

Hosted Service for Easy 
Implementation 

MyWorkDrive is fully hosted and managed so 
you don’t have to take on the task of setting up 
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additional servers or worrying about maintaining 
them once set up.  MyWorkDrive connects to your 
existing file servers and gives your employees an 
easy way to access all of the files and folders from 
any location, from any mobile device, and from 
any browser.  The files and folders are secure from 
unauthorized access, and you remain in control 
of the data because it is on your own servers.

Setting up MyWorkDrive is simple: you create an 
account, install a server agent with a couple of 
clicks, and then designate the folders you want to 
provide remote access to. Intivix will handle the 
rest. You won’t have to worry about configuring 
firewalls, SSL certificates, or hostnames. 

Click below to watch a video on 
how to set up MyWorkDrive!

There is no need to download and sync all of your 
data on every device, either. Your files physically 
remain on your physical server, and can be 
accessed by individuals both in the office and out.
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Security and Encryption

When you use MyWorkDrive, you have secure 
end to end SSL encryption plus an additional 
security proxy layer from Intivix which protects 
your files and folders from unauthorized 
access. There is no direct connection from 
the outside world through your firewall, 
making this remote file access solution meet 
both HIPAA and PCI security standards.

MyWorkDrive is unlike other cloud storage 
services in that you physically store your data 
on your own server instead of uploading it 
to a third party storage facility. We provide 
a secure portal that allows your authorized 
users to connect using their existing logins. 
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We don’t even store your passwords – 
everything remains under your control.

If MyWorkDrive sounds like the remote file access 
solution you’ve been looking for, check it out 
on our new website:  www.myworkdrive.com.
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